3 GENESYS

This PDF is generated from authoritative online content, and
is provided for convenience only. This PDF cannot be used
for legal purposes. For authoritative understanding of what
is and is not supported, always use the online content. To
copy code samples, always use the online content.

Outbound (CX Contact) Private
Edition Guide

Architecture

2/9/2026



www.princexml.com
Prince - Non-commercial License
This document was created with Prince, a great way of getting web content onto paper.


Contents

e 1 Introduction
e 2 Architecture diagram — Connections

¢ 3 Connections table

Outbound (CX Contact) Private Edition Guide



Learn about CX Contact architecture

Related documentation:

RSS:

* For private edition

Introduction

CX Contact is set of microservices that run in Kubernetes containers, each scalable in N+1 horizontal
mode. It has a state-of-the-art user interface (Ul) and middleware components, and uses Genesys
servers on the back end (Configuration Server, Outbound Contact Server (OCS), and Stat Server).
Genesys Web Services (GWS) is a prerequisite.

CX Contact supports Horizontal Pod Autoscaler (HPA) for Compliance Manager and Dial Manager.

For information about the overall architecture of Genesys Multicloud CX private edition, see the high-
level Architecture page.

See also High availability and disaster recovery for information about high availability/disaster
recovery architecture.

Architecture diagram — Connections

The numbers on the connection lines refer to the connection numbers in the table that follows the
diagram. The direction of the arrows indicates where the connection is initiated (the source) and
where an initiated connection connects to (the destination), from the point of view of CX Contact as a
service in the network.
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Connections table

The connection numbers refer to the numbers on the connection lines in the diagram. The Source,

Destination, and Connection Classification columns in the table relate to the direction of the
arrows in the Connections diagram above: The source is where the connection is initiated, and the
destination is where an initiated connection connects to, from the point of view of CX Contact as a

service in the network. Egress means the CX Contact service is the source, and Ingress means the CX

Contact service is the destination. Intra-cluster means the connection is between services in the

cluster.
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